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AJITOPUTM BU3HAYEHHS ATPETOBAHOI ATMHAMIYHOI OLIIHKHA
CTAHY BE3IIEKHN MEPEXXEBOI'O KOHTEHTY

3pocmanna ckradnocmi kibepsazposz ma 06ca2i6 Mepedceso2o KOHMeHmy UCYB8A€ NPobieMy HedOCMAMHOCH ICHYIOUUX
nioxo0ie 0o oyinku cmawuy ingopmayiiinoi 6enexu. AKMyarbHUM 3a80AHHAM € azpe2ayis pisHOPIOHUX, HENOBHUX MA HeMOYHUX
O0aHux, wjo Haoxo0sme 6i0 uuciennux cucmem saxucmy (SIEM, IDS/IPS, anmusipycu, LIII-cucmemu) y eOunuii inmezpanvhuii
NOKA3HUK, WO 003BOAE YXBANIOBAMU OOTPYHMOBAHI PilUEeHHs 8 YMOBAX He8U3HAYEHOCTII.

YV pezynomami docnidsicenns 3anponoHosano ancopumm GUHAYEHHs Acpec08aHoi OUHAMIYHOI OYiHKU cmany Oe3nexku
Mepediceso2o Konmenmy. Aneopumm inmezpye 086a KOMROHEHMU: HeYimKy 6a308y OYIHKY, WO 8PAX08YE CINAMUYHT apXimeKnty-
PHI Xapaxmepucmuxy CUCmeMuy Ha OCHOSL anapamy HeuimKoi 102IKu, ma OUHAMIYHY OYIHKY, W0 KIIbKICHO 8I000padicae pigeHn
NOMOYHOI 3a2po3u Ha OCHOGI OAHUX 610 IHMENeKMYATbHUX cucmem ananizy. 3anpononosanutl nioxio 003805A€ ompumamu €ou-
Hull IHmMezpanbHull NOKA3HUK CIAHY 6e3neKu 6 pedcumi, HabaUdICeHOMY 00 PeanrbHO20 Yacy, ma GUKOPUCMOBY8amu 1020 K
mpueep 015 peanizayii Mexanizmis a0anmusHo20 YRPAeiinHL Ma AGMOMAMU308AHO20 peazy8anHtsl Ha THYUOEeHMU.

Knrouogi cnosa: ingopmayitina besnexa; mepedicesuii KOHMEHM, aepeco8ana OYiHKa, OUHAMIYHA OYIHKA, WIMYYHUL TH-
meneKkm, HeuimKa 02ika; a0anmueHe YnpaeiiHHs.

Puc.: 1. Taon.: 1. bion.: 16.

AKTYaJIbHICTh TEMH A0CTiTKeHHsI. METOI0 3aCTOCYBaHHSI 3aC001B 3aXUCTY KOPIIOPATHB-
HOi Mepexki € e()eKTHBHA Ta OIepaTuBHA MPOTUIIS BCIM MOTCHLIHHO MOKIMBUM iH(OpMaIliii-
HUM 3arpo3aM. Y IIbOMY KOHTEKCTI aHaJli3 MEPEkKEBOTO KOHTEHTY BiIirpae KPUTHYHO BAXKIIUBY
POJIb, OCKIJIBKU BiH € OJHOYACHO SIK BEKTOPOM ISl TONMIUPEHHS aTak, TaK i KIIFOYOBUM JDKepe-
JoM iH(MOpMarIii 11 CHCTEM MOHITOPUHTY Ta pearyBaHHsA. OHAK cydacHI KOPIOpaTHBHI Me-
pexi QyHKIIIOHYIOTh B YMOBAaX HEBIIMHHOTO 3POCTaHHS OOCSTIB JaHUX Ta NEPMaHEHTHOI €BO-
momii 3arpo3. lle 3mymye mpuitmMatu pimeHHs o0 Kiacudikaiii KOHTEHTY Ta BHOOpY
MeXaHi3MIB pearyBaHHs B YMOBaX 3HAYHOT HEBU3HAYCHOCTI, sIKA TIOPOIXKYETHCSI HETIOBHOTOIO,
HETOYHICTIO Ta PI3HOPIIHICTIO TaHUX.

3a3zHavyeHi 00CTaBUHU 00’ €KTUBHO BUMAraroTh pO3poOKH HOBOTO HAYKOBO-METOAWYHOTO ama-
pary, OCHOBY SIKOTO TIOBHHHI CKJIaJIaTH 1HTEJIEKTYaIbHI aJITOPUTMH, 371aTHI BUKOHYBATH KOMILICK-
CHY OLIIHKY 3aXHIIIEHOCTI Ta MPOTHO3YBAHHS 3arp0o3 Ha OCHOBI O€3MEepEepBHOIO aHai3y KOHTEHTY.

ITocTanoBka npo6aemu. CydyacHi KOpIiopaTuBHI Mepexki PyHKITIOHYIOTh B YMOBaX €KCIIO-
HEHIIIMTHOTO 3pOCTaHHs 00CATIB MEPEKEBOTO KOHTEHTY Ta TIEPMAaHEHTHOI eBOJIOIii 3arpo3. Lle
00yMOBITIOE KPUTHYHY HEOOX1THICTh Y pO3pOOIl MTPOAKTUBHUX MEXaHI3MIB 3aXUCTY. AKTyalb-
HICTh JOCTIJDKCHHS 3YMOBJEHAa HM3KOI0 HEPO3B’A3aHUX HAyKOBO-TIPAKTUYHUX MPOOIEM,
IEHTPATBHOIO 3 AKUX € BIJICYTHICTh €IWHOT METOIOJIOTIT JIJIsi KOMIUIEKCHOI OIIHKK CTaHy 0e3-
MIEKU MEPEKEBOTO KOHTCHTY B YMOBAaX HEBU3HAYEHOCTI.

KitouoBi npo6nemu, 110 noTpedyroTh BUPILIECHHS, TOIATAIOTh Y HACTYITHOMY:

1. TIpobnema arperariii pi3HOpimHUX daHuX. 3acoou 3axucty (SIEM, IDS/IPS, anTusi-
pycu, lII-cuctemu) reHepyroTh BETUYE3HY KUIBKICTh PI3HOPITHUX 32 CBOEIO MPHUPOJIOIO IMOKA-
3HUKIB: BiJl CTATHYHUX XapaKTEPUCTUK KOHPITyparii CHCTeMH 10 AUHAMIYHUAX BEPAUKTIB MPO
BUsIBIICH1 aHoMarii. BincyTHil popmanizoBanuil miaxif, skuil Ou JO3BOJISB arperyBaTH Iii He-
MOBHI, HETOYHI Ta PI3HOPIAHI 1aHl B €IMHUN, IHTETPOBAHUN IMOKa3HUK OC3TEKH.
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2. TlpoGnema quHAMIYHOT OI[IHKH. ATaNTUBHUI XapaKTep CydacHUX KibepaTak, siKi BUKO-
PHUCTOBYIOTH 6araTOBEKTOPHI CTpaTerii Ta MPUXOBaHi KaHAIU Nepeiadi JaHUX, POOUTh CTaTUYHI
a0o0 mepioAnYHI OLIHKK HeePeKTUBHUMH. € rocTpa nmorpeda B MEXaHi3Mi TMHAMIYHOI OIIHKH,
3JaTHOMY OHOBJIFOBaTH CTaH OE3MEKHU B PEXKKUMI, HAOMMKEHOMY JI0 PeallbHOTO 4acy, pearyodn
Ha MOCTIHHUHN MOTIK 3M1H MEPEKEBOTO KOHTECHTY.

3. IlpoGnema dopmanizanii kputepii. CkinaaHicTh GpopMmanizamii KpUTepiiB OLIHKUA PIBHS
0e3IeKH, K1 MaloTh KOMIUIEKCHO BPaxOBYBaTH K CTaTHYHI (apXITEKTypHI) aCTIeKTH, TakK 1 JIH-
HaMivHi (TIOJI€B1) XapaKTEPUCTUKH, BUMArae 3aCTOCYBaHHS IHTEICKTYIbHHUX ITiIXO/IIB, 3/1aT-
HUX TPAIfOBaTH 3 HEYITKUMH Ta HEIOBHUMH BX1IHUMHU JAHUMHU.

3a3HaveHi 0O0CTaBUHM 00’€KTUBHO BHUMAararoTh po3pOOKH HOBOTO HAayKOBO-METOIUYHOTO
anapaty. TakuM YMHOM, aKTyaJlbHOIO HAayKOBOIO 33J1a4€i0 € po3po0Ka aNropuTMy BU3HAYEHHS
arperoBaHoi AMHAMIYHOT OLIIHKM CTaHy OE3MEeKH MEPEKEBOT0 KOHTEHTY, SIKHI 01 3a0e3rmeuyBaB
CHHTE3 JIaHMX 13 PI3HOPIIHUX JDKEpEs Ta Ha/JaBaB OOTPYHTOBAHY OCHOBY ISl YXBaJ€HHS pi-
IIEHB II0JI0 MEXaHi3MiB pearyBaHHs, FapaHTyIOUH aJIeKBaTHY MPOTHIIO K BiIOMUM, TaK 1 pa-
HillIe HEBU3HAUYCHUM KiOep3arpo3am.

AHaJi3 ocTaHHIX 10caizKeHb i my0Jikanii. OCHOBOIOJIOXKHI MPUHIUIIN 3aXUCTY Ta MO-
HITOpUHTY [ 1] CTBOPIOIOTH 3arayibHy PaMKy JJIs TOOYJI0BH cUCTEeM Oe3IeKH. [CHYI0Ul METOIUKH
arperariii MmeTpuk [2; 3] Ta anapaT HE4iTKO{ JIOT1KH AJ1s1 0OOpOOKM HEBU3HAYCHUX JaHUX [4] Ha-
JAI0Th TEOPETUYHY OCHOBY JIJIsI IHTETpaIlii MOKa3HUKIB. 3 PO3BUTKOM 3arpo3 KIFOUOBOKO CTaja
KOHIEMIIisl aIanTHBHOI Oe3Mneku [S], pyLIiifHOI0 CHIIO0 SKOI € METOIM MAlIMHHOTO HaBYAHHS
(MH) [6], 1m0 103BOJISAIOTH BHSBIATH aHOMAaJii 6e3mocepeHbo B Tpadiky Ha OCHOBI SIKICHUX
HabopiB nanux [7]. HalicyyacHiii JOCHiKeHHs IPOMOHYIOTh BACOKOTOYHI CUCTEMHU Ha OCHOBI
mry4yHoro iHTenekty (L) ayns BusiBnenHs cxmanaux nuiboBux atak (APT) [8] Ta mpeBeHTHB-
HOTO BUSIBJICHHS 3arpo3 3a JOIIOMOI'OI0 reHeparuBHo-3MaraibHux Mepex (GAN) [9].

BunineHHsi HexoC/IiIKeHUMX YACTHH 3arajibHoi nmpoodJjemu. He3Baxaroun Ha 3HAYHUIA
IPOTPEC, 3aTUIIAETHCS HEBUPILICHOIO TPpo0ieMa IiIiCHOT OI[IHKHM CTaHy 0e3MeKH MepeKeBOro
kOHTeHTY. Cy4acHi 3ac00M 3aXUCTy T€HEPYIOTh BEIMUE3HY KIJIbKICTh PI3HOPITHUX TTOKA3HUKIB
(crarnuni koH(pirypamii, nuHamiuHi Bepauktu LLI-cucrem), onnak BiacyTHIN GpopmamizoBaHuit
MiaXi7 JUTst X arperariii y € IMHUHN, IHTepIpeTOBaHui iHauKaTop. KpiM Toro, agantuBHUM Xapa-
KTep KibepaTak BUMarae MexaHi3My JUHAMIYHOI OIL[IHKH, 3[aTHOMY OHOBJIIOBaTH CTaH Oe3MeKu
B PEXKHUMIi PeasbHOTO Yacy.

MeTo10 cTaTTi € po3po0OKa aJropuTMy BU3HAUEHHS arperoBaHOi TMHAMIYHOI OIIIHKH CTaHy
Oe3MeKu MepekeBoro KOHTeHTY. Llei anropuTM Mae BUCTyNHaTH SK iHTerpamiitHa riardopma
(fusion engine), MO BUpINIy€e 3a3HAUEHI POOIEMU, 00’ €THYIOUU PI3HOPIAHI MOKAa3HUKHU 0e3-
NEeKU B €IMHUN 1HIMKATOP VI 3allyCKy MEXaHI13MIB aIallTUBHOTO pearyBaHHSI.

Buxuiag ocHOBHOTo Matepiairy. Y Mexax JOCHI/PKEHHS 3aIpolIOHOBaHa MOIU]IKaIlis ajro-
PUTMY aHAJTI3y 3aXHUIIEHOCTI MEPEKEBOTO KOHTEHTY Ha 0a3i Bxke icHyrounx miaxomis [10] 13 3aimy-
YEeHHSIM arapary HEiTKOi JIOTIKH Ta ITy4YHOro inTenekTy [11; 12]. 3acrocyBaHHs METOIIB TEXHO-
JIOTii «M’SIKUX O0UMCIIeHB» JIsi Moauikarii 103BoJIsiE airopuTMaM HaOyTH BITaCTHBOCTEH, 1110 €
HEePCIIEKTUBHUMH 0710 3aXHCTy iH(pOpMAIlii: aqanTuBHICTh, HABYaHHS, PO3Mi3HaBaHHA Towo [13].
Ix 3acTocyBaHHS 3aKOHOMIPHO IIOZI0 BUMOT /10 iH(OPMAITiHO-KOMYHIKAIIHIX CHCTEM, SIKi Ipo-
TSTOM SKUTTEBOTO LIUKITY TMIOCTIIHO 3MIHIOIOTH CBOi CTaHH, a PiBEHb 1X 3aXUIIIEHOCTI IIOBUHEH OyTH
MaKCHUMAaJIbHO CTAOUIHHUM 1 TaKHMM, 1[0 BiJITOBIJA€ 3aJaHUM BUMOraM. TibKH Taki CUCTEMU Ma-
I0Th BHCOKY HMOBIPHICTb IPOTHCTOATH HOBUM, PaHIIlIe HEBIJOMUM 3arpO3aMm.

JI71st mpoBeIeHHS ayINTy MEPEKEBOTO0 KOHTEHTY 111010 3abe3nedeHHs iHdopmarriitHoi 6e3-
NEKU PO3MIISTHEMO KPUTEPii 1 METPUKHU piBHA 3axuieHocTi. Cepen HUX:

1. OyHKIIOHAIBHI KPUTEPIT OIMIHKKA PIBHS 3aXUILNEHOCTI, IO OIIHIOIOTh KOHKPETHI (PYHK-
1ii Oe3MmeKu, sSIKi HaIaloThC CHCTEMOI0, Oe3MmocepeIHb0 a00 OMOCEPETKOBAHO Yepe3 Mepeke-
BHUI KOHTEHT.
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2. Kputepii rapanTii 6e3meku, 1110 OL[HIOIOTh PiBeHb JIOBIPH 10 TOTO, 10 (pyHKIIIT Oe3reku pe-
aJTi30BaHi KOPEKTHO Ta €(PEKTUBHO, SIKi MOXKYTh BKIIIOUAaTH MIEPEBIPKY Yepe3 MEPEKEBHUI KOHTEHT.

3. JlomaTKoB1 METPHUKH ayIUTYy, TTOB’s3aH1 3 KOHTEHT-aHAII30M, III0 XapaKTEPHU3YIOTh B3a€-
MOJIiF0 KOPUCTYBAYiB 3 KOHTEHTOM, SIKi € OCHOBOIO JJIsi HOTO MOAAJBIIOTO aHai3y B KOHTEKCT1
IBb, abo € pe3ynbTaTaMu TaKOro aHaJi3y.

BaxxnuBo 3a3Ha4MTH, 10 KPUTEPIi 1 METPUKH MOXKYTh MaTH K AKICHI, TaK 1 KiJTbKICHI ac-
MEKTH 3aJICXKHO BiJl TOTO, SIK BOHH BUMIPIOIOTHCS Ta IHTEPIPETYIOTHCS B KOHKPETHOMY ay/IHTI
(Tabm. 1).

Tabnuys 1 — Kpumepii ons ananizy mepesce6oco KOHmMeHmy ujo0o 3abe3neyenHs iHghop-
Mayiinoi be3nexu

. - Tun (saxicHwmii / Ommc / Ilpr3HavueHHs
Kateropiz ®axtop / CimeiicTso Bumor KUTBKiCHUI / (anami3 MepexeBOro KOHTEHT
KpUTEPI0 ISO/IEC 15408 [14] . . p . y
3MilTaHuiN) B KOHTeKCTi IB)
1. ®yHKITIOHATBHI KPUTEPii OIIHKY PiBHS 3aXUIIEHOCTI
1 2 3 4
SIkicTh SKypHAIIOBaHHA TOJMiHA 0e3-
Ayaut 6e3nexu FAU: security audit 3minranuii neku. BaxkuBo [1st aHalmizy Mepeske-
BUX MOJIIH.
Besneka komyHnikaniii (1uudpyBaHHs,
3B’s30K FCO: communication SIkicHui LUTICHICTB). AHAaI3yeThCs Yepe3 Me-
pEeKEBUI KOHTCHT.

. Bukopucranns kpuntorpadivHux 3a-
Kpunrorpadiuna . . . 0P HA Kp rpad .
iATOHMKS FCS: cryptographic support 3mianui co0iB. AHaji3 KOHTEHTY JJIS 1ICHTH-

ATp Gbikanii mubpyBaHHS.
MexaHi3Mu 3aXHCTy HaHUX. AHai3
3axucT  JDaHUX . . . ; .
KODHCTYBAYA FDP: user data protection 3mMimanuit KOHTEHTY Ha MPEAMET BUTOKIB KOH(i-
pHCTY JeHniiHoi indopmarrii.
. . . . IIpouecn inentudikarmii/ayTeHTH}I-
Inentudikaunis ta FIA: identification and . . pormt e ¢ HHay b
. . 3minrannii Kamii. AmHami3 Tpadiky s BHAB-
ayTeHTU]iKanis authentication
JICHHS aTakK.
3axomu 1MOM0 KOHGIAEHIIHHOCTI.
CekpeTHiCTh FPR: privacy SkicHuit AHami3 KOHTEHTY IS BHSIBICHHSI
MOPYIICHB.
YupaBniHHA pecypcaMu i 3ano00i-
Bukopucranns e . . TaHHSA BiZIMOBI B OOCIyTrOBYBaHHI.
P FRU: resource utilisation 3mimannit | B yrosy
pecypcis AHani3 KOHTEHTY JIJisi BUSBICHHS
DoS/DDoS.
Hoctyn no IIOO MexaHi3MH JIOCTyIly A0 CHCTEMH.
(uiapOBOTO FTA: TOE access SkicHuit AHali3 KOHTCHTY JUII MOHITOPUHTY
00’ €KTa OLIIHKN) HCCAHKIIOHOBAHMX CIPOO TOCTYIY.
A FTP: HasBHicTh  3axWIlleHUX  KaHaJiB
Haniitamit . " N .
trusted path/ SxicHuit 3B’S13Ky. AHali3 KOHTEHTY s BEpH-
MapuIpyT/KaHal A
channels (ikarii ix Oe3neKy.
2. Kpurepii rapanrii 6e3nekn (Assurance Requirements)
N Besneka mporeciB po3poOku, TecTy-
KurreBuii 1UKI ADT: Development; ALC: . .p a posp i Ty
. SIkicHa BaHHs, MmMATpUMKH [13/06mamHaHHs.
Ta po3poOKa Life-cycle Support
BrnmBae Ha 6e31eKy KOHTEHTY.
AJIeKBaTHICTh TECTyBaHHs (YHKITIH
. . 6e3mexn. YacTHHOIO aHaJi3y MepexKe-
TectyBanHs ATE: Tests 3mianui . y Mep
BOT'0 KOHTCHTY € OIIiHIOBaHHS PE3YJIhb-
TaTiB TECTIB HA MPOHUKHEHHSI.
OniHka Bpa3H- AVA: Vulnerability N — Busienenns, aHai3, OIliHKa Bpa3Jiv-
BHX MIiCIlb assessment BOCTCH MEPEIKEBOI0 KOHTCHTY.
. . . KoHTposs 3a 3miHamu Ta KoH}irypa-
Kongirypauiiine ACM: Configuration . OHTP iryp .
: SkicHa i€r. 3HIKYE PU3UK BPa3IMBOCTEH
yIpaBITiHHS Management
Yyepe3 KOHTEHT.
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3axinuenns maon. 1

1 2 3 4
. Besmneuni npoueaypu T0CTaBKH/BCTa-
JocraBka Ta ADO: Delivery and . poneayp I
. . SkicHa HOBJICHHS. 3a0e3neuye Oe3neyHy Jo-
EKCIUTyaTallis Operation
CTaBKY KOHTCHTY (OHOBJICHB).
. SIKicTh HOKyMeHTALlil 3 Oe3nedHol eKc-
Kepisnuurso AGD: Guidance Documents Slkicha atarii. Bkiroyae iHCTpyKIIi 11040
(moxymeHTaIris) ’ Ly ) Py

pOOOTH 3 MEPEKEBUM KOHTEHTOM.

3. JlolaTKOBI METPUKH ay 1

WTY, TTOB’s13aHi 3 KOHTCHT-aHATi30M

Kinpkicte 1HIH-

Mertpuka epeKTUBHOCTI

3apeecTpoBaHi IHIUIACHTH OE3MEKH.

. KinmpkicHa BusaBnsioTeCs Ta BiACTEXKYIOTHCS de-
JIEHTiB Oe3meKn (SIEM, SOAR) . A Y
pe3 aHaji3 MepeKeBOro KOHTEHTY.
. Yac Bixm iHOUAEGHTY OO HOro ycy-
Yac BusBieHHs | Merpuka npoayKTUBHOCTI L A Y . yey
KinskicHa HeHHs. EekTHBHMIA aHATI3 KOHTEHTY
Ta pearyBaHHS (SOAR) N
CKOpOUYE IIeH Jac.
Jotpumanns notituk Ib ta cranmap-
Biacotok  Biamo- Mertpuka BiAmOBiTHOCTI Kitbkicsa TiB. [lepeBipseTbess aHANI30M KOHTE-
BIJIHOCTI BUMOTaM (Compliance) HTY, SIKIIO0 BUMOTHU CTOCYIOTBCSI Mepe-
JKCBOi aKTUBHOCTI.
PesynsraT Tec-
TyBaHHs Ha Ipo- BusiBneHi BpasznMBOCTI, yCHIIIHICTH
MeTtpuka TecTyBaHHS . ..
HUKHEHHSI Ta CKa- (Pentest) 3mimana npoHUKHEHHs. ba3yeThcs Ha aHamisi
HYBaHHS MEpPEeKEBOro Tpadiky TECTiB.
Bpa3IUBOCTEH
TonaneHICTE 3ra- .. Emoniitne 3a0apBieHHS 3TaoK Tpo
. JlaHi 3 BIDIKpUTHUX JHKEpeT . .
nok  (Sentiment (OSINT) SkicHa cucTeMy. MOHITOPUHT pemyTalii Ta
Analysis) 3arpo3.
ABTOpHTET JDKe- Or1iHka HTIHHOCTI JKepesa Mepexe-
pena (Source Jlani aHaizy KOHTCHTY SxicHa BOT0 KOHTEHTY. KpuTn4aHO 115 BHSB-
Authority) neHHs GimmHry, ae3indopmaiii.
. Ominka  Bimomoi  3arpo3m  IP-
Penyraist 1P- . . . i ;
. Jani Threat Intelligence SkicHa aapec/momeniB. IHterparmis 3 6azamu
ajJipec/IOMeHIB -
peIyTalii.
BusiBieHHS MIKi- N .
MerTpuka 3aXucTy L InenTudikamis/0I0KyBaHHS IIKIITH-
JUTHBOTO . KinbkicHuit :
- (Antivirus, EDR, Sandbox) Boro I13 y MepesxeBoMy KOHTEHTI.
Kony/daiiis
BusiBniennst cipo6 . N .
. P Mertpuxka 3axucty (Email . Inentudikanis o3HaK QIMIMHIOBHX
¢immHry/max- SxicHa .
N Gateway, NLP) aTak y KOHTEHTI.
paiicTBa

Jlxepeso: po3poOsICHO aBTOPAMH.

VY po3po0biti Oyau BUKOpUCTaHI JuIle PyHKI[IOHATbHI KPUTEPIT OLIHKU PIBHS 3aXHUIIIEHOCTI
Ta JI0JATKOB1 METPHUKH ayIUTY, OCKIJIbKA BOHU TIOBHOIO MipOIO ONHUCYIOTh €(DEKTUBHICTH BHSIB-
JIeHHs1, Knacudikaiii Ta pearyBaHHsI Ha TIOTCHIIIMHO IIKiIJIUBUI a00 HEBIAMOBITHUN MEpeke-
BUI KOHTEHT, 3a0€3MeUyIoun aJIeKBaTHY OIIIHKY 3aTHOCTI CUCTEMH JI0 3alO00iraHHs, MOHITO-
PHUHTY Ta MPOTHIi Kibep3arpo3aM B yMOBax JMHAMIYHOTO MEPEKEBOTO CEPEIOBUIIIA.

[Momo xpuTepiiB rapaHTii O€3MEKH, TO BOHU € METOAOJIOTIYHUMH Ta BaTiJAIiHHUMU (haK-
TOpaMH, 110 3a0€3MEeUyIOTh JOCTOBIPHICTD 1 SAKICTh OIIIHKH «()AKTOPiB BILUIUBY», 30KpeEMa:

— anaui3 BpasnuBoctel (AVA) iHGOpMyE TIPO JOBIPY 10 OLIHOK CTaTUYHUX ((YHKITIOHA-
JHHUX) (PaKTOPIB Ta JOMOMAarae 3p0o3yMiTH MOTEHIIHY HeOe3MeKy JTUHAMIYHUX TTOJIH;

— TtecryBaHHA rapantii (ATE) niaTBeprkye HanexHe QyHKLIIOHYBaHHS CTaTHYHUX KPUTEPIiB;

— koHoirypauiiiHe ynpasiinHsa (ACM) niaTpumye BU3HAYCHUN PiBEHB SIKOCTI CTATUYHHUX

KPHUTEPIiB;

— YNpaBJIiHHS )KUTTEBUM LUKIOM Ta po3poOkoro (ALC) BmimBae Ha 3arajbHy SKICTb

byHKITIOHATY.
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Takum urnHOM, KpUTEpii rapaHTii O€3MeKH € He JMHAMIYHUMHU BXITHUMH JTaHUMH, a METa-
KPHUTEPisAMHU, 110 (POPMYIOTh SKICTh Ta JOCTOBIPHICTh OYATKOBUX JAHUX Ta MPOLEAYP OLIHKH,
10 € YaCTHHOIO BaiAalli Ta 3a0e3MeueHHs SKOCTI allTOPUTMY.

Jlis1 3a6e3neueHHs] KOMITICKCHOTO Ta aJalTHBHOTO 3aXUCTY 1HPOPMAIIIHTHUX PECYPCIB MPO-
MIOHYETHCSI AITOPUTM BU3HAUEHHS arperoBaHOi JUHAMIYHOI OIIIHKM CTaHy O€3MeKH Mepexe-
BOT'0 KOHTEHTY (puc. 1).

—5 Mepexepmii KoHTEHT [JOO
AYIHT 3a MeTa-KpHTepiaMH AyZHT 32 CTATHYHHMH AyYIHT 33 IONATKOBHMH
KpHT episiMH KPHTEepiIMH
OpraHizanifEHi ayAHT Ha CHrHatypHi IHTeNneKTyanbHi
BiOBIAHICTH CTAaHAAPTAM iHCTPYMEHTH aHami3y CHCTEMH aHANi3y
Ba3a 3HaHb Baza iHIHeHTiB B]I aTak/BTOpTHEHD
Omnirka pH3uKiB 32 BIUTHEOM — l OB |
Ta iMOBipHicTIO
| BIoK paH/KyBaHHSA PH3HKIB | BIOK HeqiTKO1 JIOTiKH Bexrop 3sakemix
PRy P oniHOK mogmii V(7)
BropsaaKkoBaHHH CIHCOK .
.z Y t Y it
peKoMeHaan i

v v v

Briok npHHHATTA pilleHb
BexkTop 3arpo3 ¥ saramsna (=Y 3309 (1) Vo () BekTop Bpa3mHBOCTeH
BIIoK pearyBaHHA: BIOK ynpaBmiHES:
——  3aNlyCK aBTOMATH30BAHHX 3BOPOTHi# 3B’430K Ta —
crenapiis (SOAR) CaMOperyismis

Puc. 1. Anecopumm euznauenHs acpe208anoi OUHAMIYHOL OYIHKU
cmany be3neku Mepeice8o20 KOHMeHmy
JIxepeno: po3po0IIeHO aBTOPAMH.

Lleit anropuT™ 103BOJISIE B PEKUMI, HAOIMKEHOMY /10 PEaJIbHOTO 4acy, IHTErpyBaTH sIK CTa-
THUYHI, TaK 1 TMHAMI4HI (DAaKTOPH, 110 BILUIUBAIOTH HA PIBEHB 1HGOPMAIIITHOT Oe3MeKH.

B ocHOBI MeTO0MIOTIT JISKUTH 3aCTOCYBAaHHS arapaTy HEYiTKOI JIOTIKM It opmaizarii
Ta 00pOOKHU AKICHUX €KCIIEPTHHUX OI[IHOK CTAaTUYHHUX IMapaMeTPiB CHCTEMH 3aXHUCTY, a TAKOXK iX
noJjaIbIlla KOMOIHAIIiS 3 KUTBKICHUMY MTOKa3HUKaMHU TIOJIiH Oe3meku, o MoHiTopaThes. [1iacy-
MKOBa 1IHTETpajbHa OliHKa (Y) CIIy)KUTh 1HAMKATOPOM TIOTOYHOTO PIBHS 3aXHINEHOCTI Ta € TPH-
TepoM sl aKTUBAIlI] MEXaHI3MIB aJallTUBHOTO YIIpaBIiHHS Oe3mnexoro [15].

Po3pobnenuit anroputm nependadae Tpy KITFOUOBI €Tal: BU3HAYCHHS HEYITKOI 0a30BOi
OIIIHKY; BU3HAYCHHS OI[IHKY BIUTMBY TOJii; BA3HAUYEHHS 3arallbHO1 IHTETpaIbHOT OIlIHKH.

Eman 1. Busnauenns newimxoi 6a3060i oyinku (Ygas05,). Ba3oBa oliHKa BimoOpakae dyH-
JTAMEHTAJIbHUHN PIBEHb 3aXUIIIEHOCTI CUCTEMH, 110 0a3y€eThCs Ha 11 BITHOCHO CTaOUIBHUX Xapa-
KTEPUCTHKAX — CTaTHYHMX (akTopax BrmBy (CPB). Ix BusHayeHHs BinOyBaeThcs HA eTari
MOYATKOBOI IMiITOTOBKH Ta KOH(DIirypartii.

1.1. Bubip ta ¢popmamizamis COB. CraruuHi pakropu BIUIUBY € PpyHIaMEHTATLHUMH, Bi-
JTHOCHO HE3MIHHMMU XapaKTePUCTUKAMU CUCTEMU 3aXHUCTY, 1110 BiTOOpaXKatoTh i1 apXiTeKTypHY
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HAJIHHICTh Ta BIAMOBIAHICTH cTaHAapTaM. Bubip CDB 6a3yerbcs Ha QyHKIIOHATBHUX KPUTE-
pisix 6e3nexu mixkHapomHoro crangapty ISO/IEC 15408 (FAU, FCO, FCS, FDP, FIA, FPR,
FRU, FTA, FTP), mo naBeneni B Tabn. 1. Koxen oOpanuii Kputepiit po3miisiaeThCs K JTIHTBI-
CTUYHA 3MiHHA X;, U SIKOi BU3HAYAIOTHCSA TEPM-MHOKHHHU (HA KIITANT, {HE3aJ0BUIHLHUM, 10-
CTaTHI{, ONTUMAaJIBHUI } ) Ta OyAYIOTHCS BIMOBIIHI (PYHKIIIT HATEKHOCTI 1(X).

1.2. Mozens po3paxyHky. J{i1st oGuucneHHst 6a30B0i OLIHKA BUKOPUCTOBYETHCS HEUITKA pe-
rpeciiiHa Mozeb. 3araJbHUN BUIIISIA MOJEINI Ul PO3PAaxXyHKY HEUITKOT 0a30BO1 OIIHKH CTaHy
0e3MeKH € TaKuM:

Y633013a = ,80 @ Z?:l ﬂi ® fi @ ZZ,j:l IBju ® fj ® fu (] 2 u), (1)
ne  Ysasoma — HEUiTKA 6a30Ba OIiHKA (DYHKIIOHAIBHOT O6E3MEKN MEPEKEBOTO KOHTEHTY;

N — 3arajabHa KiJIbKICTh CTATUYHUX (PAKTOPIB MOIEII;

X; — MHTBICTHYHA 3MiHHA, III0 BIAMOBIAE i-My CTATUIHOMY (PaKTOPY;

Bo, B, Eju — HEeYITKI Koe(DImieHTH, 10 BU3HAYAIOTh Bary KOMIOHEHTIB Moxeni [16]. 30k-
pema: B, — HediTKuii BinbHUI wieH (6a30Be 3MireHHs), f; — HewiTKa Bara, 110 BU3HAYAE BaX-
JIMBICTB i-rO CTATHYHOTO (hAKTOPY, 3 ', — HEYITKa Bara, 110 BU3HAYae CUJTy Ta XapaKTep B3aEMO-
Iii MK j-M Ta u-M (pakTopamu;

@©,® — omepariii HEYITKOTO J0IaBaHHS Ta HEUITKOTO MHOXKCHHSI BITIOBITHO.

TakuM 4yMHOM, Taka MOJENb KOPEKTHO 0OpOoOIsie Ta MOMIMPIOE HEBU3HAYEHICTh HA KOXK-
HOMY eTalli po3paxyHKy — BiJl BXiTHHX JIIHTBICTHYHUX OIIIHOK JO MapaMeTpiB camoi MoJeli,
110 JT03BOJISIE OTPUMATH OLTBI aJICKBaTHUHM Ta OOTPYHTOBAHUN KIHIIEBUM PE3yJIbTaT.

Ha erami 1uHaMiuHOT OLIIHKH PO3paxyHOK 3IIHCHIOETHCS 32 JOMOMOroro Mozedi (1) 3 BUkopu-
CTaHHAM MOTOYHHX 3HA4eHb X; (t). OTpUMaHe HeuiTKe 3HAUCHHS Ygas05, (£) 32 IOTIOMOTOIO METOITY
nedaz3udikarii mepeTBOPIOETHCS B YiTKE YHCIOBE 3HAYCHHS Y, . () ¥ miamasosi [0, 1].

Eman 2. Ha npoMy KpoIll BU3HAYAIOTHCS JDKEpesia TUHAMIYHUX TaHux. Ha BiaMiHy Bin
NPOCTHX JTYMIbHUKIB, [IOB € iHTepnpeToBaHMMU BUCHOBKAMH 1HTEJIEKTYaIbHUX CUCTEM aHa-
T3y, 3raganux y npaigix [6], [8], [9]. Koxken Takuit BACHOBOK pO3TIIAIA€THCS SIK OKPEMUUN JTH-
HamiuHui axrop (Sk). [Ipuknagamu Takux GakTopis €:

— IMOBIpHICTH (IMIMHTOBOI aTtaku (S;) — yncenbHe 3HadeHHs Bij 0 10 1, 3reHepoBaHe MO-
nemto o0pooku mpupoaHoi Mo (NLP), sika aHami3ye TEKCTOBHI KOHTEHT Ta METaJaHi Mepe-
’KEBHUX CECIil;

— piBeHb aHOMaJBbHOCTI Tpadiky (S2) — ouinka Bix 0 10 1, BuAaHa MOIEIUIIO TIIMOOKOTO
HaBYaHHS (Hampukiaa, Autoencoder), 0 HaBYEHA HA HOPMAJIBHIN MTOBEIAIHII MEPEXi;

— ominka 3arpo3u APT (S3) — Bepaukr cucremu Ha ocHoBi LI (3rigHo 3 miaxomom [8]),
110 aHaJTi3ye JIAHIIOKKU TIOJIH Yy Jaci;

— nerekryBaHHs ataku GAN-cucremoro (S4) — 6iHapuuit (0 a6o 1) abo iMOBIpHICHHIA CH-
THaJ BiJl CHCTEMH, OIUCAHOI B [9].

Koxxnomy nuHaMivHOMY (hakTOpy BIUTUBY (S)) eKcriepTaMu 3 iH(OpMaIiitHoi Oe3MmeKu nmpu-
CBOIOETHCS BaroBuil koeQiieHT Hebe3neku (wx), SKUK BiIoOpa)xkae KPUTUUHICT IBOTO (hak-
TOpY JUISl 3arajbHOTO CTaHy O€3MeKH.

2.2. Monenb po3paxyHKy BEKTOpa 3BaKEHUX OIIIHOK moAiil. JIJiss oTpuMaHHs €IMHOTO T10-
Ka3HHKA TTOTOYHOI IHTEHCUBHOCTI 3arp03 OOYUCIIIOETHCS BEKTOP 3BAKCHHUX OIIIHOK MOmii V(7).
Bin BimoOpaxkae cymapHy «Bary» BCiX BHSIBICHHX 3arp03 3a MIEBHUN YaCOBHM 1HTEPBAI £:

V() = Xkeq1 wi - Sk (D), (2)
JIe m — 3arajibHa KibKicTh JDB;
W), — BaroBui KoedilieHT HeOe3neKu Uit k-To JMHAMIYHOTO (paKTopy;
Sy (t) — moToYHE 3HAYEHHS k-T0 AMHAMIYHOTO (PAKTOpPY 3a YACOBUI IHTEpBAI 1.
Uum BuIe OT0 3HaUEHHS, TUM OUTHIIIMKA BIUTMB HETATUBHUX MO Ha OE3IEKYy.
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Jlani po3paxoByeThcsl HOpMasli30BaHa OLiHKA BIUMBY MO Yy, i (t) 3a dacoBwii iHTEpBa £:
Ynoaiﬁ(t) = ‘l/ﬂy 3)
max
1€ Viax — €KCIIEPTHO BU3HAYEHUH MaKCUMaJIbHO MOXKJIMBHH PIBEHb 3arpo3u.
Jlst 3pydHocTi iHTeprperarii (1 — kpamia 6e3neka, 0 — BIACYTHICTh O0€3MEKH) OIIHKA 1H-
BEPTYETHCS:

Ynoaiﬁ(t) =1- Ynoaiﬁ(t)- 4)

Sxmo Y, niii (t) mepeBUIUTE 1 (TO6TO V(f) > Vinax), MO CBIMYMTE NPO HAI3BUYAIHO BUCOKY
AKTUBHICTB 3arpo3, TO Yioois (f) MOXKE CTATH BiJ €eMHUM, 200 OT0 MOKHA BBAYKATH HYJIHOBHM.

Eman 3. BusHaueHHs 3aranbHOi iHTErpanbHOi OMHKH (Yiaoamwna). Ha inanbHOMY Kpori
(a3 TMHaAMIYHO1 OILIIHKY BiJIOYBA€EThCS 1HTETpaIlisl 0a30BO1 Ta AMHAMIYHOI OIIIHOK 1St (hopmy-
BaHHsI €IMHOTO MOKAa3HUKA CTaHy Oe3neku. Sk koMOiHamiiHa (QyHKITISI BAKOPHUCTOBYETHCS J10-
OyTOK, 1110 103BOJISIE BiIOOPA3UTH MYJIbTUILTIKATUBHUN €(EKT:

Ysaranbﬂa(t) = Y6*a303a(t) X Yno,qiﬁ(t)' (5)

s ¢ynkmis nepenbadae, M0 HaBITH KO0 0a3oBa Oe3neka BUCOKA (Ysasosa = 1), BeTMKA
KUIBKICTh MOTOYHUX MO (Vioois = 0) 3HAUHO 3HU3UTH 3araJIbHY OIIHKY, BiI0Opakato4uu pea-
JbHE MOTiPIICHHS CUTYaIlii.

Otpumane 3HAYEHHS Yigeamwna (f) THTEPIPETYETHCS 3a JOMOMOTOIO IOPOTOBUX PiBHIB, Ha
KIITAJT:

— HOPMaNBbHUN: YVsaeanona (1) > 0,7;

— mnonepemkyBanbHUN: 0,5 < Yagcamna (1) <0,7;

— KPUTHIHHA: YVigeamna () <0,5.

OTtpumaHa OUiHKA Ysueamna (f) € HE KIHIIEBOIO METOIO, @ TPUTEPOM IS aIalTUBHOTO YIIPaB-
JIIHHS, 1110 BKJIFOYAE:

— MOHITOPHHT Ta MOPOToBi 3HaYeHHs. CrcTeMa Oe3repepBHO 00UUCITIOE YVageumna (¢). Komu
OIlIHKa NEpEeTUHAE BU3HAYEHI MOPOTH (Hampukiaj, nagae Hkde 0,5, mepexoasyu B «KpUTHY-
HUI1» piBEHB), BOHA CUTHAIIIZYE MTPO HETPUITYCTHME TOTIPIICHHS CTaHy Oe3MeKH;

— 3amyck aBroMaru3oBaHuX cueHapiiB (SOAR). Curnan BiJ anroputMmy nepeaaeThesi Ha
iatdopmy opkectparii Ta apromarusanii 6e3nexku (SOAR). 3anexxHo Bifj Toro, siki came JJPB
(muuamivHi (axropu Big L) cipuurHUIM TAAIHHS OIIHKHU, 3aIyCKA€THCS BIIMOBITHUN CIie-
Hapiii pearyBaHHs (1307111 X0CTa, OoKyBaHHs [P-agpecu, mocuiIeHHs] MOHITOPUHTY);

— 3BOPOTHUH 3B’S130K Ta CaMOpETyJIsILis. AanTais TaKoX rnependavae BIUIMB HA caM ajl-
roput™. Hanpuknan, sikmo nesHuit Tun 3arposu (JI®B) BuHMKa€e MOCTIiTHO, CHCTEMAa MOXKE aB-
TOMAaTUYHO 30UIBIIUTH HOTr0 BaroBUil KOe(IIlieHT Wi, pOOJISUN 3arajibHy OLIHKY OlbII 4y TIIH-
BOIO IO IILOTO BEKTOPA aTak y MailOyTHHOMY.

Takrm YMHOM, 3aITPOTNIOHOBAHUI AJITOPUTM CTBOPIOE 3aMKHeHUM Uk [I-cucremu ana-
Ji3YIOTh KOHTEHT — AJNTOPUTM arperye ixHi BUCHOBKH B €MHY OLIHKY — OIliHKa 3aIyckae
amanTuBHI Aii — J1ii 3MiHIOIOTE cepeoBHIIE, 1110 3HOBY aHamizyeThes [II-cuctemamu. Came 11e
1 € MPAKTUYHOIO peaji3alli€o aJanTUBHOI Oe3MeKH.

BucHoBkH. Y cTaTTi BUPIIIEHO aKTyaJdbHY HAyKOBY 3a/1a4y PO3pPOOKH METOMOJIOTIYHOTO
X0y A0 alalTUBHOI OLIIHKY CTaHy O€3MeKH MEepeKeBOr0 KOHTEHTY B YMOBaX HEBU3HAYEHO-
CTi, III0 CIIPUYMHEHA JJMHAMIKOIO Cy4acHUX Kibep3arpo3 Ta pi3HOPIHICTIO JaHUX.

VY pesynbTari AOCTIKEHHS pO3pOOICHO aIrOPUTM BU3HAYEHHS arperoBaHoi JUHAMIYHOT
OLIHKH CTaHY OE3MEKH MEPEKEBOr0 KOHTEHTY. MOT0 KII0Y0BOI0 OCOGIHBICTIO € TpHETAIHA
CTPYKTYpa, 110 KOMIUIEKCHO MO€AHY€E CTATUYHI Ta IWHAMIUHI aCTIeKTH Oe3MeKu:
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Etan 1. Po3paxyHok HewiTKOi 0a30BOi OIIIHKH ( Y5asosa) 32 TOMIOMOTOO HEJIIHIMHOT HEUITKOT
perpeciitHoi Mozeti, o JT03BoJIsIe GopMaltizyBaTH Ta 00pOOUTH eKCIIepTHI 3HaHHS TTpo (yH/Ia-
MEHTaJbHHUHA PIBEHb 3aXHUIEHOCTI CUCTEMH.

Etan 2. Po3paxyHok quHaAMI9HOT OIIIHKH BIUTUBY MOMIH ( Yioniit), K IHTETPYE KIIBKICHI TTO-
Ka3HUKH, OTpUMaHi 6€31mocepeIHbO Bl CydacHHX cucteM mry4yHoro intenekty (I1), mo ana-
J13YIOTh MEPEKEBUI KOHTEHT Y pealbHOMY 4aci.

Eram 3. CunTe3 6a30B0i Ta TMHAMIYHOT CKIIAIOBUX Y €AMHUN IHTETPAIbHHUN MOKA3HUK
(Ysacanona), IO CIYTYyE OOTPYHTOBAHUM 1HIUKATOPOM ITOTOYHOTO CTaHy O€3IEKH.

HaykoBa HOBU3HA 3aIIpOMIOHOBAHOTO MiAXOAY TOJISTae Y CTBOPEHHI METOY, SIKUM TIOETHY€E
HENHIIHHY HEYITKY MOJIETh JUTsl 0OPOOKM CTaTUYHUX (HAaKTOPIB 13 MOJICIUTIO JUHAMIYHOT OIIHKH,
o Oe3nocepeHh0 BUKOPUCTOBYE BUCHOBKHM 1HTEICKTYaJbHUX CHCTeM aHamizy. Lle mo3Bosse
¢dopmamizyBaTH Ta aBTOMaTH3yBaTH MPOLIEC arperatii pi3HOPIIHUX, HETTOBHUX Ta HETOUHUX J1a-
HUX B €IMHOMY (DpEHMBOPKY.

[TpakTryHa MIHHICTH PO3POOICHOTO AITOPUTMY IOJIATAE B TOMY, 1110 BiH HAJa€ KUTbKICHY OC-
HOBY JUIs TIEPEXOY BiJl pEaKTUBHOTO JI0 TPOAKTHBHOTO, PU3HK-OPIEHTOBAHOTO YIPaBIiHHS Oe3Iie-
koro. OTpuMaHa iHTerpajibHa OIIHKA € TPUTePOM JUI MEXaHI3MiB aJIaliTHBHOTO pearyBaHHsl, 30K-
pema ans apromarn3oBaHux 1iargopm (SOAR), mo migBuinye MBHAKICTD Ta €(EKTHBHICTH
MIPOTH/IIT SIK BIIOMHM, TaK 1 paHillie HEeBIIOMUM 3arpo3am, TIOCUJIIOIOUHN 3arajibHy CTIHKICTb.

Hanpsimkamy moiainbIiuX JOCHITKEHb € BIOCKOHAJICHHS 3allPOIIOHOBAHOTO aJTOPUTMY,
10 BKJIIOYAE: PO3POOKY METOJIB aBTOMATHYHOI amamnTaiii (QyHKIIH HAJIEKHOCTI Ta Kajaiopy-
BaHHS HEYITKUX KOe(iIieHTIB (f) 3a TOMOMOrol0 MAIIMHHOTO HABYAHHS; CTBOPEHHS aJITOPUT-
MIB JIJIsl TMHAMIYHOT ONITUMI3aI1li1 BaTOBUX KOE(IIIEHTIB (Wk); IHTErpaIlio 3 CHCTEMaMH aHaJi3y
noseinku KopuctyBadiB (UEBA) Ta mpoBeieHHs TOBHOMACIITAOHUX €KCTIEPUMEHTAIBHUX J10-
CIIPKeHb Ha peallbHUX MEPEKEBHUX 1IHPPACTPYKTypax.

3asia npo Bukopucrtanus reneparuBHoro III ta rexnoJioriiit Ha ocHosi LI
B IIpOLeCi HANIMCAHHS TEKCTY CTATTI
JIJ1s i ABUIIICHHST IKOCTI PYKOITUCY aBTOPH 3aCTOCYBAIM IHCTPYMEHTH Ha OCHOBI IITYYHOTO
iHTenekty (3okpeMa, Chat GPT) 3 MeTor0 yCyHEHHS CTHITICTUYHUX Ta TPaMaTUYHHUX TTOMHIIOK.
Becs 3renepoBanuii a0 Mon(pikoBaHUI KOHTEHT OyB PETENBHO MEePEBIpEHUil, BiipearoBaHmii
Ta CXBaJICHUH aBTOpPaMH, K1 HECYTh IIOBHY BIIMOBIIABHICTD 32 OCTATOYHHUNA 3MICT ITyOJTiKaIIii.
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THE ALGORITHM FOR DETERMINING THE AGGREGATED DYNAMIC
ASSESSMENT OF THE SECURITY STATE OF NETWORK CONTENT

Amid the exponential growth of network content volume and the permanent evolution of cyber threats, traditional approaches
to corporate network protection based on signature analysis are proving to be insufficient. A paradigm shift is occurring from
static perimeter defense to continuous intelligent analysis of data streams. This brings to the forefront the problem of decision-
making under significant uncertainty, caused by the heterogeneity, incompleteness, and imprecision of information coming from
numerous security tools. Therefore, the development of a scientific and methodological apparatus for the comprehensive real-time
assessment of the security state is an extremely urgent task that meets modern information security challenges.

The key scientific and practical problem is the absence of a unified, formalized methodology that would allow for a
holistic assessment of the security state of network content. Existing security tools generate a large amount of unstructured
data, but a mechanism for their aggregation into a single, interpretable indicator is lacking. The problem can be decomposed
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into three components: 1) the problem of aggregating heterogeneous data, including static configuration parameters and dy-
namic verdicts from artificial intelligence systems, 2) the problem of ensuring the dynamism of the assessment for effective
counteraction to adaptive, time-varying threats; 3) the problem of formalizing assessment criteria under fuzzy and incomplete
input data, which requires the application of an appropriate mathematical apparatus.

The objective of this paper is to develop an algorithm for determining the aggregated dynamic assessment of the security
state of network content. The proposed algorithm is intended to solve the aforementioned problems by acting as a fusion engine
that synthesizes heterogeneous security indicators. It must provide a mechanism for quantifying the current level of security,
considering both the fundamental reliability of the system and the current intensity of threats, and serve as a justified basis for
triggering adaptive response mechanisms.

The proposed algorithm is implemented in three stages. In the first stage, a fuzzy base assessment (Ypase) is calculated,
which reflects the static level of the system's security. This is achieved using a non-linear fuzzy regression model, with inputs
being expert assessments of functional security criteria (in accordance with ISO 15408). In the second stage, a dynamic as-
sessment of event impact (Yevens) is determined. Its inputs are dynamic influence factors (DIFs) — quantitative indicators gen-
erated by artificial intelligence systems (e.g., the probability of a phishing attack from an NLP model, the traffic anomaly level
from a deep learning model). These indicators are weighted and normalized to obtain a single assessment of current threats.
In the third stage, the base and dynamic assessments are integrated by multiplication (Yyorq; (t) = Ypgse(t) X Yepents(t)) t0
form the final aggregated indicator.

As a result of the research, a new scientific and methodological apparatus for assessing the security state of network
content has been developed. The proposed algorithm formalizes the process of integrating heterogeneous, incomplete, and
fuzzy data, combining static and dynamic aspects of security. Its key advantage is the ability to use the outputs of modern Al
systems as input data, which allows for the consideration of previously unknown threats. The resulting aggregated dynamic
assessment is a quantitative, interpretable indicator that can be used as a trigger for automated response systems (SOAR). This
enables a shift from a reactive to a proactive security management paradigm, enhancing the overall resilience of network
content against modern cyberattacks.

Keywords: information security; network content; aggregated assessment, dynamic assessment, artificial intelligence,
fuzzy logic,; adaptive management.
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